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Abstract
Responding to the current data monopoly by Big Tech firms, there is increasing interest in the 
potential for collective ownership of data in a ‘data commons’. This article aims to introduce the 
topic to non-specialists, highlight the broader social significance of data ownership, and reframe the 
data commons as a problem of social interaction rather than regulatory design. It critically engages 
with existing work on the data commons to suggest alternative directions for research which draw 
on humanities and interpretive social science approaches. It recommends the addition of research 
that (1) includes knowledge from non-Western legal traditions to overcome objections to the 
possibility of data ownership, (2) studies existing social relations of data governance rather than 
seeks to design ideal regulations, (3) prioritises a focus on the social and communicative practices 
involved in a data commons rather than seeing it as a solution to a specific problem, and (4) 
analyses the meaning-making practices of people as they engage in their own data governance, and 
the evolving narrative around what constitutes a data commons. The purpose of this alternative 
research agenda is to provide discursive scaffolding for the ongoing regulatory work on the data 
commons, while ensuring that its full potential remains imaginatively open.
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Introduction

Many internet users are seduced by the digital services of Big Tech companies like 
Google, Facebook and Amazon, while remaining distrustful of their business practices. 
The ubiquitous unease with these companies’ monopolisation of our personal data is 
driving two very different types of response.

The first type of response uses or extends existing remedies, like anti-monopoly laws 
or trade regulation orders. Amid continuing speculation about US government action to 
break up the largest tech companies (Brent & McKinnon, 2019), 2019 saw one of the 
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largest penalties ever imposed by the US Federal Trade Commission against Facebook 
for privacy violations (Federal Trade Commission, 2019). In 2018, the EU introduced 
the General Data Protection Regulation (GDPR) giving European internet users more 
rights to request their data from online companies, clearer information about how their 
data are processed, and giant fines for companies that do not comply. The GDPR kicked 
off a surge in new data protection regulation around the world (Schwartz, 2019).

Other suggestions offer ways for users to gain a slice of the pie for themselves. The 
Governor of California recently proposed a ‘data dividend’ for tech companies like 
Facebook to pay its users a percentage of the revenue derived from their data (Au-Yeung, 
2019). Third party platforms, like ‘digi.id’ and ‘datacoup’, offer internet users a way to 
monetise their own data (Elvy, 2017). What all of these efforts have in common is that 
they accept the basic ‘data for access’ bargain between users and tech companies, but 
seek to either dis-incentivise potential harm from data use or raise compensation for 
users.

The second type of solution to Big Tech data monopolisation is to develop alternative 
systems of value creation from personal data through some form of collective or com-
munal data ownership. They are alternative systems of value creation because they do 
not necessarily involve monetary gain, although they could. A non-monetary transaction 
could involve individuals donating their data to a worthy research project, while a mon-
etary transaction could allow people to sell their data. They are collective or communal 
systems because they imply some form of decentralised management where those who 
contribute their data also have some input into collective decision-making about how to 
use the data.

The interest in alternative systems of value creation from data now coincides with a 
post-Covid appetite for a radical re-think of economic systems. However, scholars have 
already been highlighting the broader socio-economic significance of data economics for 
a number of years. In a measure of data’s importance to the organisation of society, Karl 
Polanyi’s The Great Transformation (1944) has experienced something of a resurgence in 
the scholarly literature. Particularly for those writing critically about Big Tech data 
monopolisation, Polanyi’s analysis of how industrial capitalism commodified land, labour 
and money provides a useful template for understanding the implications of today’s use of 
data (Cohen, 2019; Couldry & Mejias, 2019; Zuboff, 2019). While Zuboff (2019) meticu-
lously folds the exploitation of personal data into a production process of ‘surveillance 
capitalism’, Couldry and Mejias (2019) elevate its significance into the development of a 
new ‘social order of datafication’ which shares the scope and scale of colonialism.

As an antidote to these dystopian visions, the idea of communal data ownership has 
captured the imagination of a broad range of people – journalists, technologists, academ-
ics, third sector researchers, and governments in a truly interdisciplinary space. It is both 
an exciting and challenging research object because it has so many different elements – 
economic, legal, technical and sociological – that need to be understood together in a 
fast-changing environment. It requires a research agenda that not only draws from differ-
ent fields, but also from different types of knowledge, epistemologies and approaches.

Extant literature has increased our understanding of specific aspects of a data com-
mons, making progress on suggesting ways to design ethical, regulatory and legal 
regimes. But many of the writings are bound by the conventions of the fields they are 
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associated with. What research directions on the data commons are available to anthro-
pologists, social theorists, or interpretive social scientists?

This article seeks to further research on communal data ownership by developing 
some research approaches for those who are more interested in social organisation than 
in data per se. While it engages with some of the existing debates on communal data 
ownership, it will foreground some of the assumptions that accompany the legal and 
technical approaches used in the literature. It then shows some of the additional insights 
that can be gained on this topic by shifting the research agenda onto a more exploratory 
experimental terrain. It has the ambition to draw interest among non-specialists by 
explaining some key novel features of data as a resource, highlighting the broader social 
significance of data as property, and reframing the data commons as a problem of social 
interaction rather than regulatory design.

The article begins by laying out some of the basics about communal data ownership. 
It briefly highlights three unique features of data as a resource, and gives some examples 
of existing and proposed communal data management. Prefaced by a short consideration 
of the societal significance of property rights, the article then reviews some of the current 
academic literature on the possibility of property rights for data, and by extension a data 
commons. Rather than engaging in these arguments on their own terms, the article sug-
gests expanding the research agenda with four alternative complementary approaches to 
exploring communal data ownership.

In sum, the four alternative research directions suggested are:

•• The inclusion of non-Western legal traditions as sources of knowledge about com-
munal ownership rather than the market-oriented, individualistic approach to 
property found in Western law.

•• The study of existing social relations of data governance rather than suggesting 
ideal regulatory designs.

•• Prioritising the study of communicative processes within data commons research 
projects rather than their ability to solve a particular problem.

•• The analysis of the narrative, rhetoric and meaning-making that exist in writings 
and practices associated with a data commons.

Three unique features of data as a resource

Compared to other types of ‘resource’, data have specific properties which make them 
both especially suitable for communal ownership and difficult to achieve. This section 
uses metaphor to highlight three material features of data that differentiate them from 
other types of ‘resource’.

Data are ambiguous

I describe data as ambiguous because they defy definitive categorisation in two main ways. 
First, data are frequently described as either ‘personal data’, ‘open data’ or a mixture of the 
two. A widely used definition of personal data is the EU’s ‘any information relating to an 
identified or identifiable natural person’ (European Data Protection Supervisor, undated). 
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Open data refer to data which are open for free access, use and modification to be shared 
for any purpose, such as data about traffic flows or weather. However, there are also ambig-
uous borderline cases between personal and open data, for example on energy consumption 
in people’s houses (Smichowski, 2018).

Second, personal data in particular have multiple values. They have economic value, 
under certain circumstances, as we will see below. However, unlike other types of 
resource, data also have non-economic value. For example, at societal level data could 
help control the spread of a disease; for the individual, they have privacy value; for the 
state, value as material for surveillance and security. Such confluence of values makes 
the commercial exploitation of personal data ethically more complex compared to other 
types of economic resource.

Data are magnetic

I use the metaphor of magnetism to describe two features of personal data about how 
they combine. The first point is that they tend to be about multiple people rather than 
individuals by the nature of the processes that create data (Metcalf & Crawford, 2016; 
Taylor, 2006). Most of the data about us are also about other people – our bank accounts 
reveal details about those we transact with, our emails record other people’s replies 
(Open Data Institute [ODI], 2018). Even if we deny consent, or do not use data-generat-
ing devices, an organisation can use data about other people who share similar character-
istics, like postcode, gender or age, to make statistical extrapolations that will later affect 
you in some way (Purtova, 2017; Tisne, 2018). In short, the networked aspect of personal 
data coupled with the social aspect of our lives means a lot of personal data are commu-
nal by nature (Roessler & Mokrosinska, 2013).

The second magnetic feature is that value is created from personal data when they are 
analysed in combination with other data sets. This can be a combination of multiple data 
sets about one person to give an ever more complex picture of a person’s character for 
advertising – a ‘360 profile’. This can then be analysed with similar data from thousands 
of other people to ‘bucketize’ you, like ‘heavy smoker with a drink habit’ or ‘healthy 
runner, always on time’ (Tisne, 2018). Different data sets about groups of people can be 
brought together for all sorts of insights, the results of which then become valuable as 
input for some other prediction or inference.

Data are abundant

Data can also be described as ‘abundant’ because they can be copied and used many dif-
ferent times for different purposes compared to other types of economic resources like 
oil or land which are depleted when used. In legal parlance this is known as ‘non-rival-
rous’, meaning that data’s use does not reduce their availability to others. Others have 
described this abundance as ‘multiple’ (Prainsack, 2019b).

This feature of data is somewhat mitigated by the way that data gain value, since other 
inputs have to be combined with data to make them valuable. Data analysts typically 
spend a lot of time and effort cleaning data, as well as analysing them and matching them 
to a problem that needs to be solved, like how to connect car owners who want to earn 
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extra money with people who need a lift. Carballa Smichowski (2018) elegantly describes 
it thus: ‘The value created from data is the combined result of the dataset and the analysis 
applied to it. The two are inherently inseparable in the value creation process, just like 
the movement of a car cannot be fully attributed either to the engine or to fuel’ (p. 20).

Even though data need some inputs to make them valuable, the fact that they can be 
copied over and over again draws them into radical reappraisals of economic organisa-
tion. If data are not wholly subject to the same natural limitations as other types of 
resource like land or oil, then they have the potential to contribute to what some call an 
‘economy of abundance’ (P2PFoundation, 2019). This concept is used in contradistinc-
tion to the ‘economics of scarcity’ that characterise the current economic system where 
value is created by erecting legal barriers like copyright to produce false scarcity. 
Needless to say, this is a contested idea (see Peters, 2020).

Imagined and existing forms of data commons

Currently there is a lot of heat in the idea of a data commons, with a large and fast-grow-
ing body of academic, popular media and grey literature all highlighting its potential. 
They include suggestions of ‘data trusts’ (e.g. Blankertz, 2020; Delacroix & Lawrence, 
2019), ‘data cooperatives’ (Ada Lovelace Institute [ADI] & AI Council, 2021), ‘data coa-
litions’ (Prewitt, 2021; The Data Freedom Act, 2020), ‘data unions’ (Arrieta-Ibarra et al., 
2018), as well as ‘data commons’ (Prainsack, 2019a; Yakowitz, 2011).

There are no agreed definitions of any of these terms beyond the general idea of col-
lective data management by non-state, non-market actors, but efforts are underway to 
clarify ways to differentiate between them (Micheli et al., 2020). Broadly, they are imag-
ined on a continuum between a more centralised internal authority which make decisions 
about data use on behalf of their members, and a more decentralised participatory deci-
sion-making structure. They draw vaguely on their wider associations, so that coalitions, 
cooperatives and commons imply more decentralised decision-making, while trusts 
imply the appointment of a trustee. Blankertz (2020) envisages data trusts increasing the 
bargaining power of individuals by negotiating with businesses about the conditions of 
data use. In more general terms, common property implies that the resource in question 
is available for use by its members, while collectives refer only to the process of deci-
sion-making (Waldron, 1988 in Hummel et al., 2020).

While much of the writing on communal data ownership remains speculative, there 
are already examples of its practice in specific domains. The particular benefits of pool-
ing health-related data have driven data commons platforms like CommonHealth where 
individuals deposit their personal health data and decide how to share them, or the 
BioBank, which regularly collects the health data of 500,000 participants to share with 
researchers. More controversially, Google’s parent company Alphabet got three years 
into actively planning a smart city section of Toronto fitted out with sensors for traffic, 
building and energy usage. A ‘civic data trust’ was planned and public consultations held 
to gauge responses to data governance proposals including the collection of health, per-
sonal mobile and consumer data. In the face of opposition, the whole plan was aban-
doned in 2020 (Koetsier, 2020). A more grassroots-led data commons vision was initially 
tried in Barcelona until 2019. In practice, it was less encompassing and so less ambitious 



6	 The Sociological Review 00(0)

than Google’s abandoned experiment in Toronto, but it served the crucial function of 
‘opening up a new policy-data interaction’ for its citizens (Calzada & Almirall, 2020).

The significance of property rights

The communal ownership of data, just like the communal ownership of land or any other 
resource, is a type of property rights regime. Property rights are highly significant as one 
of the connective elements that bridge forms of economic, social and political organisa-
tion. In the broadest sense, property rights are cornerstones of society, structuring the 
different ways that wealth can be acquired, used and transferred as societal values change 
and develop (Benda-Beckmann et al., 2011). The property regime we take for granted 
today that underpins industrial capitalism took centuries to develop, and this process is 
only just beginning for data capitalism.

At present, the data economy rests on shifting legal sands as governments and wider 
societies debate the types of rights, controls and responsibilities to surround the collec-
tion and use of personal data. In place of a settled agreement, Big Tech firms currently 
use consent and permissions procedures to appropriate the data they collect in exchange 
for access to their services. These procedures are seen by some as largely meaningless as 
their length and complexity preclude any real conscious rational and autonomous choice 
about how our personal data are processed (Schermer et al., 2014, p. 171).

In effect, what we are experiencing now is the real-time development of property 
rights over personal data. It is the beginning of what will be a long regulatory journey, 
and the decisions being made now are setting the pathways for future economic, social 
and political configurations.

Existing literature on property rights for data

In the academic literature, scholars debate whether data should be propertised (given the 
value to society and individual privacy), and whether data can be propertised (given 
data’s ‘magnetic’ and ‘abundant’ features).

Legal scholars have been rehearsing arguments about the legal logic and ethics of 
applying property rights to data for decades already, comprehensively summarised in 
Purtova (2011). At the heart of objections to the idea is a concern that propertisation 
is synonymous with commodification, further enabling data markets. This is consid-
ered undesirable given the intensely personal nature of data about us, and the power 
asymmetries that already exist between data subjects (us) and data collectors (Big 
Tech).

Hummel et al. (2020) summarise some scholarly concerns against applying property 
rights to data, including the loss of privacy that would result after a person’s data have 
been commercialised (Montgomery, 2017), unrealistic expectations about how much a 
person’s data could be worth if sold Evans, 2011), and that selling your own data could 
undermine an individual’s ‘personhood’ because people ‘do not just own information; 
they are constituted by it’ (Floridi, 2014 in Hummel et al., 2020, p. 558). While Lessig 
(2002) notes that property rights over data are often resisted because they are thought to 
isolate individuals.
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The second point about whether data can be propertised has spawned an ongoing 
debate related to the unique features of data. As we have seen, unlike other resources, the 
possession of data does not imply that one is the sole possessor and exclusive user. In 
other words, several people can use data at one and the same time, and it is almost impos-
sible to exclude third parties (Hummel et al., 2020). Practical problems of ownership also 
arise from the difficulty of distinguishing one person’s data from another, and separating 
personally identifiable data from other types of data.

Purtova (2017, p. 77) summarises these difficulties: ‘the same piece of data may 
behave as personal and non-personal under different circumstances: it may be more or 
less identifiable, and have a stronger or weaker link to a person, and the moment of tran-
sition from one state to another may pass unnoticed by the data holder and the affected 
individuals and groups’. Similarly, Taylor et al. (2017) point out that the boundaries for 
group ownership of personal data may not be any easier to define than for individuals.

There is also disagreement about how compatible current legal frameworks are with 
the idea of data ownership. Prainsack (2019a) detects a general schism between US law, 
which allows for some of the rights associated with ownership for data, while European 
legal traditions treat personal data as a human right rather than potential property. 
Hummel et al. (2020) summarise the different opinions as those who see data ownership 
as incompatible with the law, those who say the law is unclear, and those who say that 
some elements of data ownership already exist in law.

In view of these ethical, technical and legal issues, some have argued to drop the idea 
of data ownership in favour of a ‘bill of data rights’. Tisne (2018) makes the case persua-
sively, and the idea has filtered through to Members of the British Parliament (Byrne, 
2018), various international think tanks and policy organisations (ODI, 2019; Ubaldi 
et al., 2019; Urban, 2019), and the academic literature (Berman & Hirschman, 2018). A 
bill of data rights would give protection about what sort of data can be collected, and how 
they are used or shared after collection, and would be easier to establish than any attempts 
to create property rights. Others suggest hybrid regimes, like Smichowski’s (2016) idea 
of combining ‘reciprocity licenses’ with a data commons, or Prainsack’s (2019a) support 
for a form of data commons that pays particular attention to practices of inclusion and 
exclusion. McMahon et al. (2020) propose institutions called ‘Harm Mitigation Bodies’ 
to operate while other legal remedies are being designed, and Hummel et al. (2020) con-
clude that a form of ‘quasi-ownership’ lying somewhere between individual and collec-
tive ownership could be the answer depending on a societal debate about the relative 
balance between the two poles.

The array of different regulatory propositions is testament to both the importance of the 
topic and the dense, detailed thinking that is required to suggest new forms of more dis-
tributed data governance and ownership. The strong disagreements throughout this litera-
ture about how to proceed may seem to have little in common with each other, but from 
another perspective they share the same overall approach of suggesting ways to design 
ethical, regulatory and legal regimes. This is not the only way to do social science.

Expanding the research agenda

The very real difficulties of ascribing some form of ownership rights over personal data 
cannot be wished away, but nor can the very deep significance of ownership if people are 
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to claim their own stake in the data economy. Rather than trying to shoehorn data owner-
ship into existing legal frameworks, some scholars suggest now might be the right time 
for a more fundamental re-think. Legal scholar Frank Pasquale argues that the relative 
plasticity of the data economy compared to industrial capitalism calls for deeper 
discussions:

As more economic value is located in software systems, ‘big data’, pattern recognition, and the 
‘lords of the cloud’ with privileged access to all these processes, we ought to feel more free to 
reimagine the terms of social cooperation – not less. (Pasquale, 2014, p. 36)

Anthropological approaches are well-suited to this task with their emphasis on rolling 
back the top layer of regulatory practices to reveal their underlying social functions. 
Interpretive forms of sociology that focus on the meaning people give to their own 
actions also have an important role to play in supporting these ‘deeper discussions’.

The next sections draw on scholarship about communal ownership from these tradi-
tions to offer additional possibilities for research on the data commons. The four direc-
tions suggested below are meant as complementary approaches to the extant literature as 
described above in a shared effort to help ‘move the ball down the field’ in ongoing work 
on the communal ownership of data.

Learn from non-Western legal traditions

One issue with many contemporary discussions of data ownership is their narrow defini-
tions of property rights. If the concept of property rights is opened up to reveal the ‘heavy 
freight of political and ideological baggage’ it is loaded down with (Benda-Beckmann 
et al., 2011, p. 2), it becomes apparent that many of the objections to data ownership are 
actually objections to property rights as they are currently conceived in the West.

Thinking about law without thinking about where it comes from and about all of the things that 
make it important and interesting is dreadfully dull .  .  . [It is like] thinking about something that 
only has meaning in relation to something else, without thinking about the something else. 
(Griffiths, 2006, pp. 67–68)

Taking a wider view of property, both historical and international comparisons show the 
many different types of property regimes which are not centred on the individual. This 
then undermines the assumption that property rights are not appropriate for personal data 
because data always concern multiple people rather than individuals. While legal entitle-
ments to resource production and consumption are commonly ascribed to individuals in 
Western legal systems (Madison et al., 2018, p. 664), proprietary rights within customary 
law in Africa and Asia more commonly allow a number of specific interests to be vested 
in different holders (Bennett, 2006, p. 654). As Pierson (2013, p. 96) points out, the com-
mon assumption that property is owned by individuals is the politically constructed 
result of the development of industrial capitalism.

This wider view of property rights also undermines the ethical assumption that the 
granting of property rights necessarily facilitates market exchange. In other legal systems 
around the world, some of the main functions of property rights are to protect rights of 
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use, or to support particular social obligations (Bennett, 2006, p. 654). Indeed, even the 
notion of property rights is sometimes said to convey a selective and specifically Western 
legal character to property relationships. Property in the most general sense concerns the 
ways in which the relations between society’s members with respect to valuables are 
given form and significance (Benda-Beckmann et al., 2011, p. 9).

Other non-Western legal practices also have particular relevance for the development 
of a data commons. It is no coincidence that most of the research on actually functioning 
collective property rights regimes for natural resources has taken place in the global South 
where they tend to occupy larger spaces than in the West. This was certainly the case for 
the research associated with Eleanor Ostrom, the Nobel Laureate whose work challenged 
the fallacy of the ‘tragedy of the commons’ by seeking to understand how communities 
handle collective problems of natural resource use, like woodlands or fisheries.

Ostrom’s research found that an overriding feature of existing communal property 
arrangements for natural resources is the existence of ‘polycentric systems of governance’ 
characterised by multiple governing authorities at different levels. While formally inde-
pendent of each other, they nevertheless enter into contractual and cooperative undertak-
ings, with recourse to central mechanisms to resolve conflicts (Ostrom et al., 1961, p. 831).

These local units of polycentric governance in communal property arrangements 
often sit within national systems of ‘legal pluralisms’ frequently found in developing 
countries. This is where multiple legal systems operate within one country, often a result 
of the imposition of colonial law in a territory that had, and continues to have, its own 
legal system.

The concept and practice of polycentric governance and perhaps even legal plural-
isms has relevance for a data commons because there will be no single perfect institu-
tional configuration ready to be deployed, no matter how much thought is put into it. In 
a clear analysis of some of the different alternative data governance arrangements on 
offer, Smichowski (2019) concludes that there is no ‘one-size-fits all’ model, and that a 
workable alternative data ecosystem can only be built on a variety of data governance 
models. The current dominance of a handful of Big Tech firms required massive injec-
tions of venture capital during the initial years of financial loss before user numbers 
increased enough to allow the companies to turn a profit. Any form of data commons will 
not be afforded that same luxury, and so the field will be much more fragmented.

Polycentric governance is therefore likely to proliferate alongside the growth of alter-
native forms of data ownership. Given the transnational nature of current personal data 
protections, which apply to a person’s data in whichever country the data are stored or 
used, data governance is also subject to a plurality of legal regimes. In the socio-legal 
perspective, such pluralism is seen less as an obstacle to the creation of a sound legal 
order, and more as an inherent trait of an evolving legal order (Zumbansen, 2010), with 
different systems operating together in what one eminent anthropologist described as a 
‘working misunderstanding’ (Geertz, 1983, p. 231).

As research on data governance becomes more internationalised (Milan & Trere, 
2019), locating experimental research in data commons to developing countries where 
there are existing social practices around the communal governance of natural resources 
could then be one interesting avenue for research. By following through on their framing 
of datafication as a digital colonialism, Couldry and Meijas (2019) call for a ‘decolonial 
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approach to data’ that reclaims elements erased by Eurocentrism to frame possible ‘coun-
terpresents’ (p. 111). Exploring approaches to managing data commons from the global 
South could be one way to do that, not as additional inclusion, but as a lead.

Shift the analytical gaze from desired to existing practices

The bulk of the existing work on data ownership comes from legal scholars and technolo-
gists who, by the nature of their work, prefer formal regularity and consistency to any kind 
of contingency, shapelessness or obfuscation. Where social scientists contribute, they tend 
to take an economistic approach, understanding the significance of property to be in how 
it manages the social and economic effects of scarcity and efficiently satisfies human 
needs (Benda-Beckmann et al., 2011). However, scholarship on property does not have to 
be so instrumental and normative, it is also possible to approach it as an empirical, descrip-
tive and analytical task (Benda-Beckmann et al., 2011). It is this perspective that is cur-
rently missing from conversations about property rights in personal data.

Benda-Beckmann et al. (2011) usefully provide an analytical framework that incorpo-
rates the several distinct analytical layers at which property manifests: not just in legal 
systems, but also in ideologies, actual social relationships and social practices. Exhorting 
us to study the interrelations between these phenomena, the authors recommend moving 
the analytical gaze away from desired (just, efficient) states of ideal property relation-
ships to accurate descriptions and explanations of existing property regimes. In practice, 
this means having the freedom to conduct empirical research that does not necessarily 
translate directly into regulatory design.

Again, Ostrom’s prodigious body of work on the communal ownership of natural 
resources resonates with this approach. Many other scholars have already recognised the 
relevance of Ostrom’s work for a data commons. Her research group developed a clear 
framework to explore the formal and informal rules around communal governance that 
enabled communities to avoid overuse. The framework, resulting in eight design princi-
ples, is both detailed and flexible enough to provide a useful way to make sense of the 
very wide range of communal arrangements her research encountered. It also makes it 
particularly relevant for thinking about data as a resource with many different forms and 
uses. Some have usefully employed Ostrom’s design principles to suggest various 
designs for a data commons and/or clarify the differences between commons arrange-
ments for material and non-material resources (Fisher & Fortmann, 2010; Fuster et al., 
2017; Mills, 2019; Šestáková & Plichtová, 2019). Indeed Ostrom herself turned to the 
issue shortly before her death (Hess & Ostrom, 2007).

However, a principle of Ostrom’s work which is not so frequently cited in the litera-
ture on the data commons is her scepticism of top-down designs and solutions.

Bureaucrats sometimes do not have the correct information, while citizens and users of 
resources do. (Ostrom in Ringstrom & Vinocur, 2009)

Ostrom railed against regulatory panaceas based on universal models (Ostrom, 2007), 
whether they are based on private ownership, state action or indeed communal owner-
ship regimes. Her research pointed to the wisdom of resource users themselves, saying 
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they often know best how to organise and govern resources. Although they sometimes 
fail, such examples were as important to study as the ones which succeeded. Focusing 
less on suggesting regulatory solutions, and more on understanding what works and what 
does not in real-world situations meant systematic observation of communities in multi-
ple case studies from around the world.

Fieldwork that focuses on communicative processes not solutions

How does systematic observation of communities in a data commons work in practice?
There are already data commons projects, most of which are tightly focused on solv-

ing a specific problem. For example, a sleep data commons, where data from different 
researchers working on sleep disorders are gathered and made accessible to other 
researchers (Zhang et al., 2018). Agricultural data are another area for building a data 
commons, with the aim of improving food security (Baarbb & de Beer, 2017). These are 
wonderfully useful initiatives with the potential to demonstrate real impact.

This article suggests a different focus of research – one that deals with the types of 
personal data that are generated from day to day online activities and cause general anxi-
ety about privacy intrusions by Big Tech companies. It also suggests a focus on the com-
municative processes involved in communal data management rather than the degree to 
which a data commons can help solve a particular problem.

One way to undertake such empirical fieldwork is by deploying relatively inexpen-
sive technologies which store copies of all the data we generate onto small personal 
servers which are located in the home. One academic project which developed such a 
system is Databox (Haddadi et al., 2015). Everyone who has a ‘databox’ can store their 
own personal data generated from activities such as online search, social media use, 
personal devices like fitbit or home smart devices like fridges. Companies or organisa-
tions that want to use these personal data have to request access.

Databox is part of a wider trend to ‘re-decentralise’ the internet. This is the effort to 
offer alternatives to the current technical structure of the internet, which relies on a rela-
tively small number of servers that store users’ personal data as they engage with Big 
Tech services. A decentralised internet structure would rely instead on networks of per-
sonal servers from a large community of users. The original creator of the World Wide 
Web, Sir Tim Berners-Lee, has a project called Solid which is building the infrastructure 
for individuals to have their own personal online data stores – ‘Pods’ in their homes. 
Many other projects, groups and organisations are involved in similar enterprises, such 
as Blockstack, Sandstorm and Dweb, to name just a few. One, called Urbit, has a govern-
ance structure drawn from alt-right philosophy (Smith & Burrows, 2021).

Within the context of this article, the point is that technologies such as Databox enable 
the observation of user communities in a data commons containing much broader types 
of personal data than usual. Already existing platforms, such as those mentioned above, 
are other possible sites for fieldwork.

The other key shift suggested in this article is a focus on the communicative processes 
involved in communal data management rather than how far it can help solve a particular 
problem. Drawing again from Ostrom’s work on the communal management of natural 
resources, she found that understanding the communicative processes of ‘cooperation 
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without external enforcement’ was key to the success of commons arrangements. Those 
that failed contained groups of people who had ‘no capacity to communicate with one 
another, no way to develop trust, and no sense that they must share a common future’ 
(Ostrom, 1990, p. 21).

It is not just a shift in focus to communication that is important here, but also to pro-
cess. This is what is captured in Linebaugh’s (2009) concept of ‘commoning’ – an action-
able verb that moves beyond analysis of ‘a commons’ to the dynamic practices used by 
communities to co-manage resources (Stavrides & De Angelis, 2010, in Katrini, 2018).

Madison et  al. (2018) helpfully provide some examples of relevant research ques-
tions: What sort of decisions would people make about their personal data if given the 
chance? Who is a member, and who decides who may be a member? How are data con-
tribution and extraction monitored and, if necessary, limited? What sanctions and dispute 
resolution mechanisms are provided for misconduct? To what extent do these self-gov-
ernance mechanisms rely on or incorporate formal legal mechanisms, and to what extent 
do they rely on or incorporate other, non-legal institutions or social structures?

Examine the narrative and rhetoric associated with data commons

The recent increase in writings about the data commons, its indeterminacy and specula-
tive, future-facing character make it a good candidate for examining the narratives being 
built around it. This can include straightforward identification of different types of data 
commons, comparing for example the European Commission’s idea of a data commons 
for industrial data with more citizen-centric notions associated with open data in cities 
(Calzada & Almirall, 2020). What is missing from the literature is the more reflective 
type of analysis that is associated with the interpretive social sciences.

Blue (2016, p. 68) summarises the interpretive approach as recognising ‘that humans 
are interpretive creatures who often disagree about meanings, values, means and ends; 
that knowledge and meaning-making practices inform and are informed by the social 
contexts in which they are located; and that social relations are constituted in important 
ways by arrangements of identity, knowledge and power’. Examining the way that 
knowledge about the communal ownership of data is produced and elaborated could be 
an interesting addition to scholarship on the topic.

A rich seam of work already exists on the narratives around an ‘information com-
mons’, which seeks to rebalance the entitlements of users and producers of creative works 
through the copyright regime. For example, Vaidhyanathan (2003) notes the rhetorical 
value of activists using ‘property talk’ and ‘commons talk’ in relation to intellectual prop-
erty. Similarly, Lessig (2002) notes that data do not receive the same amount of protection 
as copyright affords to creative works because the ‘social meaning’ of privacy is not con-
structed as property in the same way as books or music. Madison et al. suggest the utility 
of examining the ‘cultural commons’ in ‘expressive terms rather than purely functional 
terms, looking to the construction and evolution of meaning in the system, as reflected in 
symbol and narrative’ (2018, p. 673).

In the context of an empirical research project to experiment with setting up a com-
mons of users’ personal data, detailing how people understand their own actions as they 
participate in efforts at governance would be an important insight to the topic as it evolves.
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Conclusion

This article has argued for research on the data commons to include sociological experi-
ments where people collectively manage their own personal data from their online trails, 
social media and smart devices. It suggests research that focuses on people’s actual com-
municative processes and reflexive meaning-making practices, rather than seeking opti-
mal legal or ethical design to solve specific problems with specific types of data. The aim 
is not to dismiss the crucial work of legal scholars, technologists and social scientists 
designing regulatory solutions for data commons, but to support them with some concep-
tual and discursive scaffolding.

Placing the social relationships that people create or maintain at the heart of research 
on data commons could also help progress the debate on property rights over data. Legal 
scholars note that over the long term, law can develop from social practices (‘private 
ordering’) through to a more accepted normative framework (‘customary law’), to be 
either taken up or ignored by the state (‘public ordering’) (Bennett, 2006, p. 642; Deakin, 
2015). It may not be possible to neatly assign property rights to data as we currently 
understand them, but change in the meanings of property and ownership may already be 
under way. Personal data as a new object of value may stretch the bounds of property 
definitions and categories, so the idea is to study the concept of property as it transforms, 
rather than abandoning it. Learning from the way polycentric governance and legal mul-
tiplicities operate in the non-Western world may help to navigate these changes.

As personal data become implicated in all sorts of economic and social injustices, 
there is a quite natural sense of urgency to pin down their regulation in mitigation. 
However, the current and near future reality is colliding multiple regulatory systems at 
local, national and international levels. Under these circumstances, humanities methods 
are well-suited to the issue in their non-teleological embrace of ambiguity and uncer-
tainty. The question which guides research on data commons is a normative one: Who 
should have the right to use personal data, and how should the value derived from the 
data be shared? In the humanities tradition, part of the answer lies in provoking new 
conversations and interpreting existing ones. It may also serve to inspire public engage-
ment in a way that questions of individual privacy have so far failed to do.
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